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Tax/accounting documents to be stored at firm’s office (Belgium and Finland)

Sweden – requires “immediate” access to data, interpreted as physical access to servers. 

New Zealand – requires firms to store business records in local data centers. 

Luxemburg – financial firms required to process data in country. 

Brazil – considered data localization for financial data due to cybersecurity concerns. 
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• 2016 – Counter-terrorism (broad 
requirements)

• 2016 – Cybersecurity law (broad 
requirements)

• 2016 – Cloud computing restrictions
• 2017 – Personal and Important Data (broad 

requirements)

• 2006 – e-banking data
• 2011 – personal financial data
• 2013 – personal credit data
• 2014 – health and medical data
• 2015 – (proposed) insurance data
• 2016 – online publishing (apps, 

audio and video platforms, online 
gaming)
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Dozens/hundreds of foreign firms excluded during period of rapid digital economy growth.
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